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This policy defines how the Integrated Management 
System (IMS) will be set up, managed, measured, reported 
on and developed within Stanbic Bank Ghana LTD (SBG). 
SBG, together with its Executive Committee, is committed 
to pursuing certification to these management systems: 
ISO 22301 (Business Continuity Management System),  
ISO 9001 (Quality Management System), ISO 45001 
(Occupational Health and Safety Management System),  
and ISO 20000 (Service Management System).

2.2 Requirements 

2. IMS Policy 

1. Introduction 

2.3 Executive Committee Leadership and Commitment  

2.1 Scope of the IMS 
For the purposes of certification within SBG, the boundaries of the Management Systems 
are defined in the Stanbic Context, Requirements and Scope document.

2.4 Framework for Setting Objectives and Policy 

Definition of the requirements for the Management Systems will be determined, agreed and 
maintained with the Executive Committee. The Executive committee will ensure activities 
are focussed on the fulfilment of those requirements. Statutory, regulatory and contractual 
requirements will also be documented and serve as input to the planning process.

Commitment to the Management Systems extends to senior executive levels of the
organization and will be demonstrated through this IMS Policy and the provision of 
appropriate resources to execute the Management Systems and associated controls.

The high-level objectives for the IMS are defined within the “Context and Scope” 
document. These are fundamental to the nature of the business. These overall objectives 
will be used as guidance in the setting of lower level, more short-term objectives 
incorporated in the organisational planning outcomes.



2.5 Roles and Responsibilities  
Within the IMS, there are several key roles that need to be assigned to ensure the optimum
protection of the organization.  

2.6 Procedure for Continual Improvement 
SBG IMS Procedure for Continual Improvement and Management of Non-Conformity is to: 

As part of the evaluation of proposed improvements, the following criteria will be used: 

2.7 QMS Identi�cation and Traceability 
The bank ensures that files are opened for relevant customers with unique means of 
identification for the purpose of traceability. Files are named according to customers’ 
names. 

As applicable, products/services and critical process outputs are identified by suitable 
means, including: 

Continually improve the 

across all areas within 
scope. 

Enhance current 
processes to bring them 

in line with good IMS 
practices. 

Achieve certification 
for the management 

systems and maintain 
them on an on-going 

basis. 

Stored equipment and 
materials are identified as 

to type and description, 

Unique identification is 
provided where required by 

contract, regulatory, or 
other requirements.

Client complaints are 
identified with a 
unique number.

Improve the level of 
proactivity (and the 

stakeholder perception of 
proactivity) about the 

ongoing management of 
the IMS.

Make processes and 
controls more 

measurable in order to 
provide a sound basis for 

informed decisions. 

Achieve an enhanced 
understanding of and 
relationship with the 

business units to which 
the IMS applies. 

Review relevant metrics on 
an annual basis to assess 

whether it is appropriate to 
change them, based on 

collected historical data. 

Obtain ideas for 
improvement via regular 

meetings with stakeholders 
and document them in a 
Continual Improvement 

Log

Review the Continual 
Improvement Log 

regularly to prioritise 
and assess timescales 

and benefits. 

Cost Risk Implementation
timescale

Resource
requirement 

Business bene�t 

Ideas for improvements may be obtained from multiple sources including employees, 
customers, suppliers, IT staff, risk assessments and service reports. Once identified, they 
will be added to the Stanbic Continual Improvement Log and evaluated by the persons 
responsible for OHSMS, QMS, BCMS and ITSMS.

If accepted, the improvement proposal would be prioritised to allow for more effective 
planning.



3. Conclusion 

2.8 Approach to Managing Risk 
A risk management process will be used in line with the requirements of the Management 
Systems. 

Risk management will take place at several levels within the IMS, including: 

2.9 Human Resources 

education, training, skills and experience. 

2.10 Auditing and Review 
Regular reviews will be conducted to evaluate the compliance with IMS processes and 
procedures. 

2.11 Documentation Structure and Policy 
All policies, plans, processes, and procedures that form part of the IMS must be 
documented. 

2.12 Control of Records 
The keeping of records is a fundamental part of the IMS. Records are key information 

2.13 Non-Compliance 
Non-compliance with this policy poses significant operational, reputational, cost and legal 
risk to SBG. Compliance with this policy and all other security-related policies, processes 

may warrant disciplinary measures, up to and including termination of employment of 
contract, in line with the disciplinary procedure. 

Management 
planning – risks to 
the achievement 

of objectives 

Information security 
and business 

continuity and IT 
service risk 

assessments 

Assessment of the 
risk of changes via 

the change 
management 

process 

At the project level 
as part of the 

management of 
significant business 

change 

The realization of these objectives will be directed and shall be monitored for
continual improvement, applicability and suitability to the overall Bank objectives 
on an annual basis. In addition, the realization of these objectives shall be the
responsibility of every IMS Manager, staff and stakeholders. Furthermore, the Bank 
shall assume a proactive risk posture, a low tolerance and appetite for risk through
a robust risk management culture.


